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ABSTRACT

There is a gap between intention and actionpibapleexperience when faced
with protectingtheir digital data privacyKnown as the privacy paradox, it is the idea that
what a person says they believe (protecting their data privacy is paramount) is not
reflective of how they act (relinquishing their data privady)other wordswhat people
express about their data privacy is often in opposition to the frequency with which they
relinquish their data privacy{he researcintends to examine the privacgngadox and
consists of two studies, one qualitative and gumantitative. kst, focus groups were
held the outcome of whictvasan attempt at thereation ofa typology of words and
phrases that consumers use relative to their data pri8acpnd, a experiment using
Likert scales an®Pareteoptimal choicebased conjoint analysis was created based on the
typologycreated in study ongiving insight into what consumers feel are motivators
towards protecting or relinquishing their data privakye contributions fill ing a gap in

the existing literature related the privacy paradothroughan analysis of behavior.
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CHAPTER
ANTECEDENTS OF DATA PRI VACY

I n a world increasingly |iaveadl ablienat t
ti mMast amounts dfotdatce rexirsatt ef raasd consumer
According to the Worl d EO@&dbheweiexe dcdddd m, at t
zettabytes worth of dat a6 400 O,h0e0 OnoOr0 Od, O(OFOo rg
(St ati 802 By 2025, gl oball8De ttt mdwrydt dvgi fl o rbled ar
referent@Q00MO@OO0,) 800 Syitg a BYdt@ensh)t d( pri vacy i
real I ssue whegnu aidtr ocfd ngebsg atboy ttehso soef dat a. Th
information a consumer needs to be aware o
| aws that exist in their country of reside
are engagin@gnwdai t henadoebdansteedons on tvwiet websi t
which they interact, consumers are constan
not know how to parse. Anecdotal and other
dondét readadbhdi teoms as set forth by the s
engaging (Steinfeld, o02cOclubrtsh eThicants snomie e n d ® @ W
exp,ecd. g. ambmpdakeidnDpao ver gAad | €mil280l1.6, covert
mar k eMii lrege Za0IP.9, or the perceptaloln tthheatp cawecror
(Wi rettz 28010t/ h e consumer | oses trust in the co
priwacy broadly

Thianiera characterized by the collecti:
Ifiand t hienusea®ifngkegyhpogaeaesut o mine that da

potential to dramatically 1 mprovmeorlei ves by



i nfodma#eldhj ven deci evohpolnigondlewe e, constantly
changing consumersé6 congaptiicmnttih&iiprkisaaa vy |
(Eubanks, 201Buyuyr Zhéofmuyda@@9idady .t hper ivvad ey s i
paragdovhi chhat gpwaphamblout their data privacy
refl ebtbobivhepwift Bgattdeng data privacy.

Dat a prsisvuarcpyr,jaco mgl §x concept (1l go, 2018
Crossler, 2011; Cul nan.MosBi epse, 0 p2 00 3h;a vieh ot nse
of what defines appmoptiBliemaaita prdivalcegct i
those who have poweandanldowhtolsey who®e dwh atot p «
possess; in terms of digital data privacy,
t he-usred dcCersf Iniodt. ari sesmpvdrined ha&ind woons ume
i ntersbete Bs |littleowvartcampanydéeerhbstabo
most | i kely not be hbBow ae amm shuarse r( dre el ass arbc
the conceptt wpild alallogno avaroy;por ate perspect.i
and defines data priva,yfowelldi site pse lndeteavd i tc
f ocors the. research

Theentrabdagaatobfection for most organi:
their consumer base. Equally as important
gathered. Consumers are of tceenr tduant aawla eheo wo ft w
daadresed and cwhnastu nmeiagsle thea veeat a. falbio u tn dti lve d u a |
daadweol d a t hihrechepdowsyedadi tciomsalmer privacy
t hat nareNatcadidd rypdaabecal bt mom es consumer

attstudwards fair data coll bduisovliapreocesse



miinng sgelt ket consumer data through whatev
t hegwi | | f uéployt eingtnicarl ¢ o B8®fu mteh e ipvé r a anteit asrasme
t i menswmesrisobabrgeo mi ng mor e awanmues gal thhoow gthh e i
technology is moving fiaasndrdligian uadies sthamd
such that a consumer 6s perception of a com
S us pCeocnts.uknred 8 t hdaatd eseo ngeoi ng t o bleuastdayr ed ( c
uawaacteow much is actually being shared (Ric
Many r e sdesacsthlaeres al zmgumagex pl ai n consume:t
senti ment towards data privacy. There is a
i dea of how consumer sdfaselwed b owts tah@iap dat

consumer perception of whHaondaelparugmiaidveacy m

cl arhaty all ows c arhsauneitrtcwdieod £ xgpateas spri vacy
the | ack of consaomrepp ulntdtesiveas dadang bdbhe | eg
rel ated &amcmceolhdvecdeaetdg stored, and used.

Thdsssedeaechoppotl oggeddresumeer ppétations
their privacy anlleldrn g3 ¢ adcihlead s g & eakr
concernspraibwvadcy twfedta,h awirt lpeuts omeadar.d t o any
The fiwadsto dtoeopgk at exi sti ngilrictudteafditi nnigtei d ros s
uscef data privacy, theomapohiteywasfd swhpircihv afco
The | iterladeutei treervaipeove @nosg@gmeéi t uddataowar ds
privacwafsoTHiosved by a seré¢@&®ne itnoe ndsiesr cvu sesw st |
understandings and i nTtheersper erteastal otfndsr porfo vd adtea

f oundat hen ssettoangnedtehsee @abrechha,vi or al ekphlBrzednt



combination of Phr-epoichaolbalees a&moadjtwo nt anal
measur e <olhswtmeans among options a@aicrer ni n
without taking any or.ganizations into cons

Theéi sseirstarua@atturfeod lidws atoamedatasitepud yw acy

onent ppodfogwords and ideas that consumers e
data prsivaatny itrwoi ghts i nto consumer moti vat
relingui shi,ngndatca npcrliusacoyns and i,aedghts f

consumer s.



CHAPTRER
LI TERATURE REVAERRI VACY
Overview
From Warren (laBnpdOo Br aseéar s h ,bkeenlgom®@nea t o
hi story of defining and redefining privacy
personal toéothdecgoRveweatinniat venseimanosevi ng
arper actices prigwmdyanprdataxzy, fromisheoanalc
online) to the digital (anytalsi ng tmptacits o
everyone in their daily Ilife. As |ives con
phorneserny small , ver ypeopnbeerd i ecnis@mau tde mg) ,m

data digitally.

The articles for this |literature review
stored in a personal c¢cloud storage (digita
paper automatically saves 1in a pdersstoonraalg ec |
system is relied on to protect information

i nterest of the cloud stor ager signsfader nmact o nopna
as a means of revenue genetraatpironv.acWwhi Iteh ecrae
seeming willingness to ignore the potenti a
compromi se privacy as the need for the clo
privacy.

Thparadox between what people are concet

thbghédwaeoend t hat concern (ignoring the possi



vi ollatesl)at the hWwhat dfi vesspeepkartca. i gnc
outcomes? Why do consumers give up their d
Privacy Matters

Human t ittouuvdeprsd ssmaaeyy c oanpd evaasr iwvehdat defi nes
i ndividual . There are myriad concepts and
privacy apphndstherpeopl eittle consensus a
per sonal pfra cvuashym nl Sa@md iAtdy) eotfi gplr2ioviebey Gavi s ¢
1980; Thomsorm,n hled 7e4c) o, n comiheasrgaafts,t@ERiOROcy (
Acques, akk016; Cul naon he&nbkieedb,us2h@E&Sshaeftempri v
al, 20Bretugdl20Ridneal;AQ hé&ty. ,al)2018nd ehill ot
t he hiprtiowadygywf 2018; Holvasthe d60Bnpni Maomser
personal ri ghAmerdcmdaint NEWWm sthhh dnistdk i@ e Four t h
(right to @madsFidwr d gtraa)tneccrtiino m aag ainn s tA meeq
b utthsep e owiofridc pdroevsacnyot apggeast ilh.ud.h ethoUn(sSt. .
amend.)lLhV,otWYer wosr dnsot pcronvsatciyt uti onal ly prc
mani festations (sometimes the home,, somet.
budtata privacy i s nfditeua cemnricetpitti ptrsomecly r i gh
beewmdi fa edashtiygittregs| Cdil n g@oalnormaydlo Vi rgi ni a, wh
clearly and specifidearmd ysntdretdhi enreea thea sd abteae np ra
perceptioonn otfdi awbatagasn d d awhao pan ds awlygat aman c |

ri glhGPA201BPARVEZDRA 2)0.21



Defining Digital Data Privacy
Definitions obnptildee acryalt eq epadtrdsepnepcttii nvge tv
define the digital perspective. From the e
Brandel)s ¢(bh&9 abiolnietby Hpad vidauepmd @hhemted!l. The
greatest differ ewreaarstiro;ml hiars arey nparhtoi cul ar
person or anForganxiamptiiegn The Uni ted Nation
Devel opment (UNCTAD) takes a centrist appr:
ability of consumer s tthapsshpa e & fhteli ¢ ya adee eom m
well as the ability amapucopompleeineelyi®@guse th
centrist approach attempts to ensure that
prefeameomness.der ed

Wh edhi s c udsisgipmgavoaneey t Reme i n thBecbnteoéat s

Tabl) @ontr ol is central to al/l ideas of pri\
Il mportant agpectonfepsivheyability to dete
argeat her ed, used, inferred, et c. Some i deas

consumers are given something iet reRlulr#m; fo

Elvy,. e@é&é73% are concerned with how privacy
(Gol dfarb & Tucéeyralk@Daet,; DaA0gMI )s.i tSt i | | ot h
privacy and see the ethical questions rela
control certain aspects of a personodos |ife

Thomson, 1974; Warren & Brandeis, 1890).
The reason digital data privacpericseiswedar d

di fferently by idihfafteriesnt csotrakoerhadli doenrsss gove



(Dipeyak013; Holvast, 2008; Culnan & Bies,
i ndividual s and coompagniteheitrprfnlveemtrieiagi ba
ot herwise, has | ed to the American court s
as wel et.(,Bi2Ig3uyably it i s theucdcigmbget warncou
di ffererntcoinrstuenreest L usitnheasts, p wto viea rmwnaemd ad i) f
definitionstttileatiedtaabrdaddthseisteh Ring itnmalsi |l ity
come up witbnadpgipmgwladzry that creates the a
Al phMeeédand the | i ke to mamtpwli &t espiitvabdygmt

their (frequentl yterupaaanddt andsr éZampét) 20

Tabl e
Data PCamwvaept ual i zati ons.
Aut hor Year Definition
At heety a 201 The ability to exert con
gat herers of that dat a.
Acquesi 201¢(Control | i agsehvahraetd ,d anhae n
whom it is shared, becau
of shraati mngr , It is contr
Mar mor 201!'Controlling what one sha
shared, with whom it 1is
publicly or privately.
Di netv a 201:A perception by a person
themsel ves i n. Further,
data as one so choses),
visible one is through t
(controllin@ruevevd omye 63 d
Hol vas 200(6[ F] reedom, -cetndrrmiln atnido
Cul nan 200:.The ability of a consume
personal |l y nif e mtait fi ioab | &
refer to three distihrct
corporate perspective, t
centristdpEep.spzld).ve
Merian 202:The ability to control c
Penal o i nformation, how onebs i




companies and unfettered
management systems.

The Economics of Data Privacy
One of the bigger issues surrounding th
perception of data privacy Tvieoleatoinmnms ciss otf
privacy could also be termed privacy cal cu
consequences of data privacy, b oetth ,aflor t he
202Ri;enl i n & Mreitrzeggve r& RRBOrliéy;awYW 063l cul us can
measure a coeonfsfusmeredst hterradpeosi ti ve or negat.i
m&ke regarding theitr,ad2l0ta2cparni vaal csyo (bBee kues e d t
outcomes of what a company has done rel ate
196Arn .aspect of the economics of privacy 1 ¢
a company undergoes becausMootf pgrhiemacyatltdadi
has mini mal punishments for the mhesuse of
Eur opean hUnweawmeradded | egi sl ation( DbD&MA) ed th
specifically to penalize companies more st
peopl edbs data privacy.

The economicsaroebt dahawpvevacgs simple a

companies |i ke Google for their privacy tr
l ssues | i ke using dat gAttheetys earPMeb 7mcernad | megr sear
of fering discounts on items conAaqeatsti i ke
al, A@jlerti hl)20t6mpanies are mining digital

monetary Zpbopdhseddh@de is clear ewilmeedn pe



da

Co

t o

[ Y
mp a

t h

via the personali ze¢dipaads ys eerouvngpda na re st.
nies | ike Akamai started with a simpl
ose who would pay well . American EXxpr
gators, as are most baneksof Tthhies dmaattat et

access to. People are content to shar

It card company because thewyllyeli eve t

ed; consumers donét expect their bank
nNs umearg gd &@tg&a it mphe. A company, | iske Ame
file that iinnfcdrundaetsi otnh eo nivba nt eiwn dhigvm ad uea, |
NYC, |l ives Miami, purchasing power $X
$XX, customer I|ifetime value of $XX,
ases Iis XX, etc. Whilte otfhias pseeresnosn |tiok
itds person A instead of peraon B, col
t t hand sgpanehmbetkecmmadn @ er ® o oe Aai sompany
gates the data, they then build consu
xample, i f people also have a frequen
ases of XX, then they ceaemrscr eldhteey ani lgth
that information to a hotel company |
mi ght be the consumer for whomnhose
sSs chaheexmosnteitnigzedat a theythageienanhadd
ue stream for them. Companies |ike RO
contract with abiortlhi nReosl |tso Reouyttoenmmeatnidc atlh

I's a potenti al i ssue with a part 1in

10



(du PreezJoRmM?20eere monetizes their data by
soil and plant | ifethgcfasmebasadeogenafat
tractbremahndr me(rPsatleilk eG@tpdedm 2017
Consumers feel they are reaping the ben
turn into personalized ads betnrgneserved, o
mar keting. Companies feel they are reaping
thegn often convert more | ookers into purc
certain segments. The greater benefilt for
aggregating data allows them toowihdveoasu
high customer | ifetime value, thus | owerin
and reducing the time it takes to find the
Summary of Themes and Finding Gar
Ther i niawver,ar ching theme that defines the
andli gdatada privacly ibBeyvohavelit, how to att a
Consumers often hawentar dlaltsltee ys ema\we od v evrh att |
dattaom a corporate perspectivet. al2@23 ngi M
consumers i s emeurast katt twhaegy droel hwsi |lleiandgs t «
t o a secondcaorsyt tohfe nied:tsat hgemibwaneyw e n vmiogs of
privacyTbabcobhblbsul ates the cost of getting
cost of someone keeping their data private
The majority of research i s f riomprtohvee pe
their interactions with ¢ onTshuemeprrsi,magrayr ngeorai

this reseaeamdh fiystthe range of ctohnesiurmedri gpiotsail

11



data wiithaay regard to thoregemcdeérincal éfy, o wd
motivates consumers to take acti ®Wi ttho wahred s
number of companies that require consumer s
for examprise,and c on)bietfioares usr ngo ak iwedb si t e
surprising that so many people willingly a
The motivation for why consunmeirsaay et avndd it
di scussed fcaeom rai dupdamepescti ve. There i s | e
busi-melsast ed-ceonsumemper specti vesThtiswareds adic
should helipt eoadiuda ki ma pyonf tdhoep eirdaetai onal i z[ i
privacy Masrseat. 0@ 1(pdi 8 f er d et i-md kingg accor di
to a rabeonefal c dBBakitdn &2 & 7lppovnge W migvacy as
a soci aMaaadrntnr g QSLhbipl.t acaahned det eri oration of
060sense of p&Nrog et 1§20 r72plratc ytbhe same ti me, it
hef pll a gap in thecteaeeabucemmgnanhomepti

typol oogfy | anguage ttoh aetx pd an snumeires rusaealeas abc

12
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CHAPTBR

CONSUMER MOTI VATI ON AND THE PRI VACY PAI
TOWARDS A TYPOLOGY OF PRI VACY

Studisgntghse ter minology used wifeehw dat a r
f ar Thbiest weaecnk. of c oiis.ile;atgekn to ft tear padil reogdia g yd
@omrcesear ¢ hiegst etomofns h sdteeacs bef ore di scuss
cepterature reviews for data privacy re

i ning privac)yBr aanldwea yss asntda rWairm g nwi(tl8 7 0) ,

as and terms specific to thmogtesferaegqglhertt
cept ishawmatlrioel ,1 aisnh t he previous chapte
i abl es Tthheatv aarieabuseesd .di scussed in the |
strivingideademamgi ngt €r om corporate ci

d, 2»y&EIhFE) atta onal eat bil2022p {Patlaeoi dea o
encal021,; 8Bitn&daé2Mmahn. One thing much | i1
a di scussi ont oowa rcdosm adoaytear partit i t ude

Whil e some of the concepts related to d
cerned about data privacy)o,r vamatt hreat iiwa
ar. While there is clear evidence that

consumers taking more precautieanglregar

1; Marwick & Har gaileto®i7,) ,20heyr eWirst a que
earch i s déergongwbat awpridsaaye they us
ing a common | exicon that researchers <c

n for researklhertshenparetc wocaépdt €nian a m

Boeh. B(2@®¥1) and Dayarthna (2013) agr €

13



consistent | anguageetamadnog sroe sfeaarr cahse rtso;, sDtiant
data privacy, aifcdngreipuacy died i pqeraroals,, and
i nconsistent and neither fw(kR9liievpl op86E) N
ar e, however, some areas that have been de
Sol 6oeméntibnee key categories of priva
oneds privacy from intrusion, the ability
should be;dedared mimeatd eoInf regar di ilpedecaseé ons
many variables that can be used to measur e

protecting thleege dianal pde ,vaamye arfepreots olniami

i nformati on b(yS celxaveec,0 a2 Odach)rstminead | nfebr mat i o
a.l, 2c0olm3t)r,ol over digital representation (M
(Marwick & Hargittai, 2019) , power relatio
(Wiet.zal20Qh)e, oavred al |l control edaf b ada®@alpri v:

Much of the existing research on data priv
the privacy paradox relies upon dandtructs
i's typically industrytand/i ®anspaditfudcbty onl
the need for an I hlhdesitmtyermtgnfosnt itchil ®xneo@ar
common | anguage that consumers used to des
that privacy, via a series of focus groups
The Data PriamdyTePramiandool xo gy
Whil e a consumer wiitghe wapra&@sscsommpamcyrins

their ofl dwe,s intot stop the consumer from eng

14



et 2a010.7,; Ras2s082r1a) . This 1 siwhat pa i v@rcsumarr as
they whnl tcodpwhasoa tonsumer actually does.

Researchers have tried to determine wha
data privabermhnoteaepagront hi s i s the paradox.
consumer might feel that tehhdyiarge i qaiemitn o i

share their ienf 2adltlandc emt i(\Ait haetyi on, or mot i\

many forms, from monetary to a feat. alff mis
2022hi.s i ssue predates concerns with digit:
days of personalization via systems |ike ¢

Clarifying Terminol ogy
These guedihngaoasal padd for greateandl! ar i
measur.e meort se x a mpolneee ehlleswawuathed at b pri vacy
(collection,toshegeclmawdeddnpaabdl)ooneds priva
how much incentivization is required to ge
def iThherdough a serildstefrwhaeauWsugreospsonsi der

the key variables that make up knowl edge,

antdhe | inks to behavior 4Asrealfiadtom that at i
theory to identify the costs and rewards.
Social exchange theory states that ther
everything we do; identifying the perceive
ot her words, what we are willing tolgive u
the point when the reward is perceived as

Homans ,Asl 96@2mans sai d,

15



bt a person engaged in exchange, what
what he gets|[ @@Ahebeoatrawdrtdhe value of
what he gets vary with théeépguagag)ty of

I n ot hdrhewammods, peopl et pber cmer eet hilkugn tiwelh é f ien
such a point as the perception becomes tha
Thteheory of siodceinatli e xeath avihdiggee h cept i on of
I s betcooaneh i g h; it hpecoidarhte whawoshubbngegtisn pr ot ect t h
data. This was t heofbfass,i swhoifc it hvee ri ed edai socf u st sre
focus groups. The aitmheaksanguagenpswiyt pytdc
t hgeoatr enagn o mitnyapjod mgtyyi vating faoctbss and/ o
consumers think wil!/ help them define i f t
digital ®yt @opliingadche question in tlerms of
digital data for some perceived benefit),
about giving up their data privacy.
Conceptual Framewor k
Thmeasurstementonsumer amtmhftikumaeaevd eafg epr ibwaha@)
attitudes,i reen@nti iownisz atai@adn.6(; A dRjkérrtiect 2a014;
2013; HOr2b0éx7g) . A missing piece of the puzz
| daad walilvyes pedqplnd etnd i aontThhaenss u e saatrichhn wi |
anmdeasure what people report wdhsaati dae wteisv ez
to action i Be¢sbfarrabnaeswosr ko.f Tnhye i ssue i s that
|l i kely to be disingenuous in their respons

2014; HoOr2b0ex7g) . Anot her vassabdiesheopretvatyn

par adox.
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While there is I|Iiterature | ooking at <co
i mmedi ate Acauil 2i000aAat)i,omn( t he prasbcygl par ad
2021; Barth &t ety 2adlliya, d RipclkZ&HML 4; Dienlin &
201dn ,privacy | iteéerzadtyl,;( SB aardtessarta n& &ti enl i n,
ali.n, pamgrds vacy cal cul us/ (Gdledfearolm odni Twc kodr )
Acqudts 2a0l1.6,; Dienlin, &t Mertrerei s 203@Gap | ookin
the priva.cyTmarreadiox | i miptreodvi dadyimsgtd flagyr | vaey a:
termi noltagy,creirbgeo, candumeleplraitandi ngs and in
towards t(lDeaymaraddonxa, 20he; ofotbeepaar@O0f]) s
consi dtaemmmtuage is that it could make the exi
mor e coheegt v2e0l1(3Di nkedvr 20080 7Q) .

Buil ding on The Privacy Paradox

Research on the prievadyhtmar @kt oras Nom
6considerations of risk and trustd to expl
l101)Theadediatciemsalder ato wind bhédaexekamede, pri
fatigue, i mmedi ate gratification, compl ace
and a desire to use a service that others

Three areambaabl es thpat vazkeusrpdhEaeikeé ant
| iterature paints a clear picture of how r
attitudes towards privacy vand albbeéwsSud!| measu
under stood by tt hies rneoste arhcormeervse;r, expl i citly
equally as welhle wmdesmusnteoickiesibyp usemaert eC

undersgapdbegween tweateg pt asdadifamdde ovfhiadg t he

17



consumemks the r.eslemrathlteer iordds ngi f a con:
underswvandtbbesesearcher is trying to defi

fl awed dat a.
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Tabid e

Vari ables of Privacy.

Vari abl e Definition

Privacy fatiguBecause there aroendsia in
accept or reject, peop
them all

| mmedi ate gratThe desire to hav it

Ri sk The willingness t t ak

Trust The ability to be eve

|l ncentivizati oBeing coerced thr gh
(free delivery, 1 | o
etc.)

Heuri stics Gut instincts of what
experience
Objectpgeceptif A mostly honest knowke

Kknowl edge about a subject

Subjepersepti oA mostly biased interp

knowl edge about a subject

Fear of missinA belief that one wil/l

on same platfonetwork i f one isnb6t o

el se everyone el se

Compl acency/ | A pronounced | ack of ¢

towards futurehappen in the future,
bi as

|l ncompl ete infLacking information ab
i ncorrect understandin

The goiaderithvedtnoi asbt Pat al | participants u

i nformati on

n

t he

same fway .st Byhikotmegr vti heewm

explicitly csetravtaer naanbdl edse, f (i knhee mlbasligath gc oul d

strengt hemhomwewvabkers

cl ear er

Nextobj besive

how peopl e

t ake

bui Pdr-apbicrhaolbased

actions.

rel ate to
t he

¢ECBEDahysi s

19

(behavior, ,

certai

of

nanebeicvi z

n i deas

iobocampd 68 onhemgtao di |

privacy i



w h

co

of

S e

et

t h

mo

on

pe

ac

t h

The poctheanltiiaandgyeddraftusi on packboshewocomickeet s

i ch privacy coneer2e0l2i2s) .meTahsautr et dh e(sBee kvear i a
re cfomrbhsoamers makes privacyTle nacwetrmemaead
the focus groups gave a defined set of
alysis, with a dependent variable also s
Guiding Questions
The interpretation of data privacy, for
ntapipsidaehcentrwatkappheamhdl| i ne bet ween
mpany has to digital consumer data and h
gital data accessed (Culnan & Bies, 2003

ither the compaeyther mbhercogsomechbace/
nstruct. The value in a centirdiesdtabahppr oac
i vacyi Mmdiowm dwnmal argnomsgeasp.eati oaal

There is an inherent irony in the digit
ntent to relinquish their privacy when t
t of motivations, a consumer canhkg conv
2011.7hi.s i s part of the issue of emotion

at are often specioust WIR.2hknowmcemlty vti @ a
tivation are not always readielry wvihsiyblcean
uni que and personal forms that need to
ople motivation might be access to an ap
knowl edgement by a group of ,s olcnisaila gpreaent)s

is could be considered a situational i nc

20



Foc

mo d

These i deas all thaeadthe bobudygadstriesses
1. What types of situations | ead to more
2. What moves people from |l ow concern to

their dpmgivady dat a

3. What types of incentives are the most
to protect or relinquish their digital
4. What emotion is most often associated

privacy?
5. Does age and/ or gender play a role in
privacy?
Met hodol ogy
us Grou@mandt Puotess
When seeking to understand what moti vat

necessary to start by ensuring that wha

ut. To this end, focus groups were util
epts participants expressed concern. Us
tions and incentivization as jumping of

angible example of the misuse of data p
i cipants understood what was being disc
il eve motivates their actions.

Ther ea wteaotea If ocfussgwemups hel d, aenadc hwaasr o u

erated by a research assistamhewbowwsas

21



al so an observer in each focus group who a
occurred, and also recorded the focus grou

To ensur e t hweerceo nrveeprrseasteinotnast i ve ohet he g
demographics of the focus groups were as d
backgrounds. Each of the focus groups star
do you know anyone who has been hacked?0o0.
guestions asked from that point, such as i
privacy, and data privacy?06, the majority
The mayj oorfi t he focus groups created fluid c
to ask |l eading or directional questions. T
towards a topic related to thiecammemtrss hs uvdl
asghfA do you meanéo or Acan you clarify th¢

The ffiivasctus groups were held at Templ e U
persons in each group, for a total of 34 p
SONA, the research participantd wbbthsgfvtvws

students .25 credits per tlhbe mienmptlees Wnarv elr s

participants were.cdhpenyaetradeaager dviarsg 12y

of what 29 years old, without whom the ave
parti ciepamt% Aweerri can, 20% international; a
coll ege.

Thleas tf otcwuess groups wertenh htehled scanmeZ oncenut r al
The participants, none of whom were affil:|

snowbal Thssampreated a wider range of respo

22



occupaheomecond sednaoldl dbcgiesn grr oluipsati on fr

whi ch

reinf

i ter

wer e

| evel

at | e

Th

age,

wa s

orced

atur e

|l ess representative of the gener
what had been iaidd riem ntf loe cfeidr g th

which states that age does not

a question of access to fundereand edu

t wo focus groups held, with B8 wide ra

s. The average age was 59; 30% of the

ast a

coll ege degree, and 40% had a m

ere were three demographics that were

andWk dtulreeasd onhowed no tdheceuthde e @fatt

resethwahe,akfdorwnagenderd i3s in Tabl e

Tab3 e

Breakdown of Group Information by Participants, Age, and Gender.

Group #  # of Participants Average Age Male Female
1 6 20 2 4
2 4 19.75 1 3
3 8 20 2 6
4 8 20.88 2 6
5 8 19.5 2 6
6 7 63.3 1 6
7 4 45.5 1 3
Average 6 30 24% 76%
Theueati on r ange a(hidn ddpmarkdcendto nnd. Tadd e
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Tab4d e

Breakdown of Education L

Educati on Percent
S 0 noer nNo CO 11%
Current col 64 %
At | east a ¢ 11 %
Master 6s deg 14 %

Focus Group Goal s

The watad find commenbadbngumegepnasted by
demonstrates wbauwhtape odprliev etshitrhkem t o consi de
data prhvagy | i ke if they care how their d

of tradeoffs, and what they mightThe will:i

qguesweopsemded, allowing for freedom of res
i nsight into consumer perceptioptibowafdsct
consent is to voluntarily alter [é] | egal

consumers gi®&ewiulpl icegttaon rights to compan
consumers are willing to give up to get wh
common privacy motivations

The privacy of partiih eaause walse shee | adr e of
groups, at |l east the first name of each pa
respondents came from an automated system,

namei pacy for those participants (only the

SONA, and it was not shared with anyone).
emai | i nformation was known, as were first
from the recording transcripts, as well as

24



recordings were made for transcription pur
academi ¢ accouwdtance wi tOnlIlyRB nguipkealsiome has
i nformation, and it wil!/l not be shared wit

The recordings for the focus groups wer

then uploaded into NVivo. The data was cod:
some were post facto (see Table 3, in appe
eatheme was measured for frequency. The mo
culled for use in the next stage of resear

Focus Gomowuer sations

At the start of the focus groups, the m
|l ooking at what the group members thought
about it. The intent was kept deliberately
biased by participant desire to answer a (

resear cher (wW&inbtbeodn st,o 2hOela9r; Di elrhleiyn w& rTer et potl e

for the purposes of the focus group, they
privacy in relation to financialA webe®i toas/
the val ue of -preersspoonn sfeosc ufsr ogm oiunp s : For those
chance that there is O0distortion creepb6 be
direct, or because peopl e ofaleonv e,e e2 0 Qubn,c opm

The watad panderrhnes account s radbowltatdent s o

drives them to consider relinguishing thei
their data is used, do they understand the
willing to give upThe gvwetspmhmhbesd hegyl lwawitng

25



freedom of eneospomagengna wi ddé tr]Jalmeg ef wnfc tcioamm

consent is to voluntariad(yMialltser 2[0e212,|l epg.al7 2
consumerso6 consent implies that they are w
By collecting account s fodrtwehiadte tc ownhsautmetrhse ya

SshoulpdsBkteoblcer eat e a repertoire of common mc
away from cponicvearcny about
Each of the sessions st(agdae 8] aMalsd i mg qiufe

they knew anyone who Hhaddavikeagotuheivreri @entdiot

anyone who has been hacked?0 While there w
from that point, such as AWhat words do yo
privacy?06, the majority afttbepaonnsersatio
Tabi e

Most Frequently Asked Questions.
Questions

Have ybadeveur identity stolen or know sc
What was your reaction to the identity th
What words do you associate with data?
What words do you associate with data pri
What ideas do yopuriavsascoyc? ate with dat a
Do you ever read the terms and conditions

e
What tradeoffs do you associate with dat a
What would make you choose to protect you

I f someone said that they had bteheenn or Kk

they were asked about the experience(s). U
point, the participants were asked if they
family. I f they answered yes, tereayt onmer e as
all owed the conversation to flow until a s

26



was available, the moderator created one.
what tradeoffs they were making when they
when signing up for a checking aclcyount wi't
avail able for a |Iimited time. This | ed to
were asked i f they felt that the risk they
was in proportion with the hay,m toreywrwerge t
asked to come up with words that expressed
what they get when they give it up.

Whil e most of the questions were asked
when the participants ran with the convers
that would have been asked. I n thesse insta
were addressed, occasionally guiding the p
NVi vo Coding

A series of depel opedc dbwerse tdreedtie@d riant ul
basetdhenchosen variables of knowl ed ges, atti
well as | evel of concern and motivation to
(see Teoldleese r3) al s o nddeuvcetliovpeddy from t he act u:
i deas respondents pirThied ébad witomm atshecconveds a
most frequent]| ybeicnanehe hfeo cguesn egsriosuposf t he co
word Opasswotra 6t wasf redquaeready of wuse of the
i dea of wusing -Aacpasswofdmeatomath eo@nwor ds cl
i nductive codes, |like O0knowd or oéinformat.i

their daeagpri okogpwd6 was related not only

27



data @asi waagener adautcohceapparticipant knew h
i f they knew how their data was wused, etoc.

The codneost weuteual | gyt excli usedei busuch a w
theme could apply to more than one word ofr
than one theme. Once the transcribed focus
documenbodfedrs words relating to the themes.
i deas that dicddredt tfhietmei.ntAes & hpr d ocus gr ou
observer in the moment, as well as transcr
thenoment annotations and the post facto tra
key ideas weraendcoapprcadryi . Ttoghegdu c il e® pwet e d
added based on frequewel soorf epcaosnscweoprtds., Tshuecshe
applied not only to the sp€&€hbhefinduetmgebabd
i nto the a pr i6pTrhe ceo dpersi orsie ec ofchebd ebecame t h

the inductive codes falling into those the
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Tabd e
A Priori and I nductive The
Theme Frequ:
Attitude/ Emoti on 784
AoNME ar 12
Ao NfE el 336
AoNpETr sonal 126
Ao NrH s k 74
AoNsEhar e 119
Ao AsEh &rhear i ng 1
AoMBDT r Yy 31
Hi gh concern 16
|l ncentivization 129
| ncent IMoit 2 avtaita ro n 31
| ncent Mviadat i on 8 5
|l ncent Mviesddt ade of f 54
Knowl edge 760
Knowllendfger mati on 202
Knowlledgw 275
Knowl\ehigek 244
Low concern 6 3
Moderate concern 35
Uni que Concept 1109
Uni que \datnac e p't 298
Uni gue \datnac ewar ds 22
Uni gue \dciognictegplt dat a 31
Uni que \pcaosnscveoortd 146
Uni cwea tpeapsts\wasdwor ds |[112
Uni qu e \pcroinvcaecpyt 135
NotAe :pri ori codes are in b
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p o
da

Resul ts

alysis
As ther econeorfet St wous groups,-rawmsgéd wwe di f
s stihbalte t hey woul d have very differing ide

t a. I n fact, t hoel dceorl | &eagled esit euedye nd isrhialnddr t\ki
keepsionnge weiktils hieng | ieteralizdR2néPa®anart ,
ere was a school of thought, as expresse
-agkeatedwhbenstrhetyounger the audience tl
tenti al | ossr elfatpirow altys, Thpopseeraegnet, ase cromre
ople have gone online.

The undergr ads -twerrne cponocneer ntso asbhooutt dat a

e ol der audience was not as di Memrgrent as

i ew of the topic.t hTehier kleeyv edlisf foefr ecnocnec e rany.

r the most part, had a moderate | evel of
e older audience had a | ow | itvhedi rof conc
putations) . I fgwelnley ad nd enred tt dhed tghreo ui mpor

otection eedottaw. it matter

When t haeu do lethecreas ked what coul d moti vate
anging their | evel of concern, the gener
done. Both the ovMdetkdnbdelyoaehgehagrohps
s insufficient against a | arge organi zat
tire group Tahger eyeodu nwgietrh auhdgeermecal vbac&dof

garding their privacy,; even those who ha
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scammed evinced a similar | ack of conce
i scuss ddttaad nperri vsaccryet hing has occurred, ar

n do to priadttedts tnoenes eolfveas post hoc discu

to what can be changed. It was wuncl ear i
rrel agiwmatmomey are willing to give up,
ta privacy, and the frequency of online

The ol der audience seemed to have a gen

s coupled with a gener al |l ack of wunder st
ed for. Conversely, the students rhdad a b
rr - what purposes. The ol der audience was

y they feel the way they do. For exampl e
ich was an overarching theme of the firs
irrored in the student focus groups where
cial media accounts, which was most | i ke
at they were trying to protect their rep
Language used to explain thiendMhdg tende
aftilty i nt oc adheesFa(gsparrer 02 Nt er esting note i s
re differentyomuy gaege plaaviajreai gpdaagsed 2 ®) us e
al i feimort i oamig lu stte,r ms qual i fier term, and f
he most f(egeeHiThbwlreéeeredpdrtvieciapgartagied 54)

use lmewlddédgegewnmswas the most fmgedeentl!ly
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400

50

Most Commonly Used Terms

Feel

Data

Social media Know
Password
Think
I I i
1

Fi glFeequency

Frequency of Language Choice

Attitude/ Emotion Knowledge

Incentivization

Fi ghFreequency

of

Personal

Website Share

of Ter ms

Unique Concept

.Language
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wmstagramkd]byﬂ little g even giving facebook
#  companies

)
’“E mformztla%l(ogl i i E making 5. something &
else gB £ O something £ 2% Qavir‘ Wf‘;ttoﬂrl}ggtlgn
22 @] q) dlffcrcntly g2 v =220
22 85 o reas%ll website &S g boo'gHJuStfeel 2
g ; < I I]‘]

.g a& % J using stuff g S8 OWS g 2 online
s - &ﬁ a mean
g E 8Jg 4_-th1ng apps 5 way B ap .. personal

sgk £ spSigning ding 2P © Q
T i "C-G'-M b‘Dﬂsocia Cime-g 20 8.5 g, health
gWay g ap 'S g mean —ﬁ”"“'mo Iso 28¢
S22 8 g W g o3 040y
reads NS Sh g gsocial 3 N cess
passwor S tmeg S banking little

Fi g3Wer d ClCodd emfe St uCGdreandt Paanr dollefedatsdeatnates
represented by the word cloud on the left, fgyad participants on the right.

The | anguage used was ofitetne imariec aetmovtei c
the term, the higher the | evel of concern
concern, |l anguage was more related to know
| evoefl sconcern, | anguage shifted to specific
interesting word, as it was mostly associ a
al most exclusively, directed externdlly; t
parents about children.

There were overlapping ideas, although
into the same areas. Ftohuves ex ampwepswhes o0&l
was coded to website, and often to sharing
websites in the context of how itihreiwhidah a

instafilaea and privacy would be coded to th
personal were often assDab/ad ePadvaytnld websi t
information were the terms that most often

the moder ate | evel of concern was most fre
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we bsiitelsgari tt haarseo me lmseiggtdetysi weey cpavedcul arl y

tied to data, prMowsfcyt, he ntdi mer,f otrhmeatii bena of

concern + data, privacy,e adtsessotaif @atrimani on ge
Tabid e
Moderate Concern Related to Website and Associated Terms.
Data Digital Data Privacy Information
Privacy

Website 18 8 11 14
Moderate 19 9 12 11
concern

Ot her terms had similar relationships.
Attitudes or Emotions (AorE) in NVivo) was
of concern, with terms | i ke dat a, knowl edg
| ow | evels of concern and AorE. Omllyy dat a
with moderate | evels of concern, however g
|l ow | evels of concern, it ended up being a
know and moderate | evels of concern and da

Overnaolrle, htahdn of all codes mappeth ob ablw
termsHi gh | evels of concern (vWBe% e ft had dInd aesrtm.

moderate | evels of (8&21/c @if n. afiGf! Itt éhirem & t)ehremsmi tdh
mapped most frequently to |l ow and moderate
uni que coalclepwagsadm hi nteresting amalgam of
stolen identity and scamnd ntgh e t wnoifeastdarnsiidairt

and conlchietsieomsg.e al | terms that relate to t
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condqeyeteg Uy.Fer 4wheern, using specific words aboi

individual i deas, peoflseet Hnm dyeid et o use pos

Frequency of Unique Concepts
350

Data

300

Social media
Password
250
Privacy
200
150
Website

100
50

Digital data privacy
o ]

Fi g@aFerequency of Terms in A Priori Coc
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Frequency of Term by Level of Concern

25

20

15
M Low concern
m Moderate concern
I High concern
0

Feel Personal Share Data Password Privacy

ey
o

w

FigbhTer ms Mapped ta Level of Conce

Similarly, share/sharing, personal and i nf.
them, however when combined into sharing p
became primarily negative and generated hi

Whitlree focus groups were being-thecorded
moment notes were also taken to see if the
attitudes that were evinced that overl appe
thihgs s$tood out: first was that al most ev
organi zations, regardless of type, when it
that al most no one reads the terms and con

t oo edeamsd I mpenetrabl eqgf ftshitrhdatwawe rteh ado nt shied

to say they generated | ow | evel ssofoffsconcer
corresponded most closely to |l ow concern 6
werel ated to moderate concern. Thus, the i
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have their data stol en, get spam or other
groups were confsfidefrerd Wimatr tthheaydebel i eved t
Revisiting the Guiding Questions

Based upon the focus group transcripts,

generated a greater concern for protection

predominately, related to banking and heal"
concmomgaall focus group participants that
potentially expose them to some harm, howe
organi zations, regardless of type, would p
ha&ed in general. There vieheyl wmrtes uonwi t hi #
what they considered to be information uni
trust in | arge organizations, elvye nt rwi et ho fu n

banks and health organizationswowhbdsm hankts
my social security number with Ciroque de S
with t,hoe abasneknt i ment whi ch waisn moitrhreorr efdo cbuys

groups (Group 3,Sewvebradampyar2ai.,cid@®@zld)s. in the

worcsaase scenario fear that all of their mon
bank account(s); this was somewhat counter
expressed t hee tbheelyi enfavteh anto tshiinncg, financi al |

one would bother to try.
When it came to online shopping, there
i nformation requested and familibarfitwdwith

myself sometimes not bdyikmg ws drhet lcidmgp alme/c a
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want to give them my informationo (Group 6

same attitude towards | ar@@eaobgggerzatompan:
feel |8 kreott h®&rreeason to worryo (Group 2, F e
Soci al media was a completely different
|l ow concern to moderate concern. There was
i ntegr al part of | ife, which was mirrored
pacitpant s; it was the older participants (:
unnecessary choice. The younger audience d
|l ssues with social media, in general, howe
mostly about | ogging in (using Facebook to

ads (which were QGwermalils,i ntghgr @ opaid aa )l.ow | e
associated with soci al medi a; as one stude
these things to keep up with @hbepaceen¥y t
uncomfortable experiencedo (Group 5, Februa
Il ssue with soci al medi a, Facebookinn part.i
relation to targeted ads (which were most|

It was unclear what could move people f
| evels of concern and then to action. When
able to say what it was that would gdt ¢t he

was cl ear that reputation was a key to the

group when one woman sai d, Al am concerned
something that | would not normally want t
vetted thato (Group 6, April 3, 2023). For
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thing that mi,gét trime yaiwaatee otfhewhat t:heyodre g

AYou already know you have to give up your

that website or app Iis, so you donodét reall
was also unclear what types of iIimeteadct vers
relinqguish their data. While some people ¢

most people were seemingly ugnuciasrhiinngg otfh etihre
rendering incentives moot: #AFrankl vy, |l don.

the data how they want anywayo (Group 7, A

This works in conjunction with the idea
groups expressed |l ow to moderate | evels of
expressed, AAt this point, Il think we just
doemaiter 6?20 (Group 6, April 3, 2023). Whel
expressed very | ow |l evels of concern and t

Motivation went al most completely unexpres

e ther apathetic or neutr al | anguage, A[y] o
but whatevero (Group 6, April 3, 2023). Em
associated with positive or negatiiowe | angu
expressed. The most commonly expressed att
sharing, risk, and personal. The most comm

As the majority of people acknowledged tha
basiwajsnti eresting to see that the emotions

il dea of being unable to maintain privacy w
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whiwdypgerfectly encapsudabdedi inl ehkardetot &wa
onedbs data] these days, when everything is

There was alsofftbBe Mdsea of thadeparticip
of concern when itothmeg e¢vpebeali dpabetatsa
Aithe-otffade b&sead dm omhatof me at the moment
2023). There was an accepbbhhsetbat awdr €omae
what théeyowaexadple, it was perceived as f

certain amauntonoft oi gyfedr accessonbdbyatwehscee

l imit and only on certain sites. For examp
heal&& hsoiitmportant to have all the infor mat
soci al med@ i aecgssadohy &neneod aass nmuncpbofriteadn ti to
(Group 5, February 22, 2023). The | imit va

perception. Another par-oftsphaest pWwhasesdghteh:
cost benefit analgmédsenytowndd hies cohaftienxittoe loy
website is being used (Group 4, February 2

Caveat s

There are several caveats which need to
that all the participants spoke fluent Eng
Amerisoanety. Sp&£alilimnghwistpeakkems who | ive i
potentially I|Aeney isiomtmeegggatined at et di fferent o
those who participated. For one thing, it 6:
understood in the same way, or perceived i

the terms and condi tofonrseandigrhg iet i hteh eiqrui e
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y

o

d

Secomast participanhadomeesemseodbl egat an
y 11% of t loen bpamret iodi maontcolHaede educatio
do not have a college degree would be

ormation of this typWhiilse sthhae erde swlttss deef
ups were repeated during the focus grou
ugh focus groups with older audiences t
ring information ®htsidead$ Boatbei thbe
t only t3i4c4d mdnttheewar in the ol dken gr oug
er to have a truer sense of what all ag
ge would be helpful. This could entail

ensuring that equal numbers of each ag
Il n additi on, it might be interesting to
ups. While it had initially been consid
nymity and not add that | ayer od detail
chologecgl ,| &ygh usage of soci al medi a,
pping, or comfmortthevidulditeircrditer ogdomdya) | &@n ¢ 0 L

i tdii onreanls i on . The concern with this is th

meoneds data privacy.

e

n

S

A potential I imitation for this researc
riay onto the research, and it did not
sideration. The psychographic overlay c¢

us offline use of organizations, freque

media usage, attitudes towards personali ze
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etc. The potentially hidden biases might i
how companies use data, thus ensuring pote
oneds own data. Another hpddphehlhomsageahlt e
more | i kely ttoe cbhen ofllacagvye iaanrcbo e m hbot h habit u.
terms and conditions (Wood & Neal, 2007) a:
potentially negett RaBl@.3,) mpacts (Reeck
Conclusi on

Creattiypgoifaogm t he focus groups proved ha
majority of the terms selected had | ow to
them (|l eaning towards |l ow). While this 1isn
typodeoemgegr ated is fully representative of gc¢
terminology used was a function of who par
current | iterature does not delve into the
d gital datias sprei vagouppeganresht sng a common | angu
researchers can use to describe data priva
this research wil/l helnpustdobmees not definit

Furmbeet hmajvasitty of participants in the
reading the terms and conditions and/ or p
explicitly stated that only documents (con
fully r eando; ftahlelroew gvaarsdi ng banking and hospi
coul dviemmtler estsi gt umsi géds ear ch.

Another interestingfosemabfythel Hata wbae

di scussed and create a | arger set of focus
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abi

per

we a

| es

wi |

iro

per

generi dheoeabbhnpdedphedi ence should inc
ience, ensuring that people wiThidiffer
|l d allow for a truly representative com

iting about data privacy.

Privacy Paradox Might Not Be Paradoxic

One of t heawayysgefsrtom atkhee f ocus groups we

ht be overstated. While there is a good
|l ear 1 f there really is a paraddxeanymo
us groups, that consumers have become s

what they want that they dondét think a

en away in return for somet hiond.him&r toifc

l vacy as something -¢kxiattemdth by . siacel,i dedar

areas where the focus group participan
|l th and weal th. They were desirous of h
as, however they werehawsiurewtwiwd tihmp a ovt

| i tpyertsm ngad ti z eldt iwofuolrdnabtei oinnt er esting to
ceptions of privacy arerjelaypd b©ob Oatam
|l t h, edu,caftrieoqpqumdncytaf share, or out come
S personalization).

Based on focus grolthprmarctoirciep arnti oo rhmd w
|l imngmedlms a dedi deaée Ao per sGonnavl eirzsaetliyon.and
ni c aalllayo p etahresr etoor rbeel ati on between the de:

sonal cpateonsandboluft tdlrmdrae sihsara nmr i vacy
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peopl e want data per sonal iszhaatriionng aonfd daartea ,c
they-sbeaee their data because they want the
Contribution to Research

A kgeoal of the focusogmoup$t awgsage thaat
used to ensure that all researchers were t
privacy with Thessameaoorgeéeptsng gap in th
| iterature related to the concept of the |
it is not, however with Whhed ei dehde «fe arhd Kigrgg
typopomgwed harder than expected, wtehere wer ¢
expressed. This coul d bet hues eidd efacsr offu tluarneg ura
data privacy from the consumer 6s perspecti

Another contributi on ®boi trudastes aormem dieg etdh &
privacy paradox potentially moot. As consu

having to give up their data privacy to ge

systems as common as their mobile phones,
willing to share and teregwhlyi sokhdwibedgae
research can | ook at different aspects of
cosnumer perspective that the paradox is pot
the paradox still null if | ooking from a c
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CHAPTER

CONSUMER MOTI VATI ON AND THE PRI VACY PAI
DETERMI NI NG PREFERENCES TOWARDS DATA PI

Thability to control oneds soenenmsdiantoa bper i\
opposition to how organi zatiioorngsa nwozual tdi olnisk eh
spentcyeapesogl ebbbaveiwi spersonal data priv.
2019). That i s to staryaipmiomphebehbht e@est havmreo |
such thing Qeedat hhpyrecammaye beaens ht wmodopuodsd
facabfecomsgneegasddit agprivacy. The push away
privacy has been the habddmusadmems brgahaezhy
terms of accepting terms apt 2e002n3d)i.t iTohnes pwiil
towar ds pr oftreocm itohne cfoantcets t hat consumer dat a
more common, | eading peopl e( Poiebh&alolncer ne
Definitmg oforri abiltehsabumapeshpspiblele of the ke
ot hriess e arcoom siumtear mot i vat i oAnn ottohwearr dkse yd agtoaa | p
theasd rabetdefined, to determine what motiyv
that they do regarding their data privacy.

There i s a sigeét¢étlaobdoakgt ameudé wvwari ety of
variables in relatiobi hetvdalbeait hbesvdewn. oFoTr
6control over informati on sdtiustich eossiudreecad d f2 0Odls
di sclosured (200dt f @lc.uadABOo nopnrSe hnednesrimaen ncont r
(2021, eonHI M4y5s6c)thesesdea of connective devi ce
|l nternet ofTHhlehs en gs@alk ®IGdhrnsack dowoaepnhs o a ser

choices or deci sions that t he ¢ onBtuheetr mu s
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I $ hleev el of concerTnh ea bcoourdpadpatt acfp r ¢ ormcgt ad i o

to O0disclosure of pemuacnal akkef onamgt vam i arll

consi d(eBared a0l 1p6,,i8B) suaxcdhna@esrn, trust, contrc
management,ar andhmase@s eandc¢h
The question of how people behave in re

how t hdeeyfnigheie a [ 1ISi waeytmaaD 2i9ow knowl edgeabl
are abdapathecyPriemoaaBBldpbw organi zations
use consenen, daoaz,; El vy., Rerla7rf ( &tkehdt)ehre, 2 0 :
more someone uses the internet (outside of
care about thei rThpeeers @aaliastoh deadxdaami pnteissv aegt i on
knowl edge of pankihooowl erdgggeu loat ihoonas or gani zat i
datwaad i f thescomkraeneprwatse cafi viehei codat dary
this is dheongenearhmic@ampude agvascywot directl
related to their | ikelihood of takaetngala.ct i
202Mar wi ck & HaDignietvt @ai 013019 ;

Thus, there are myriad concepts related
knowl edge Aso dh slt@tses@tdeeriga3,di ng Study Oneds
havimrgoasgde fangthaey padrstinoitp anret¢tcsebosar il y
people express theiTrhiisd eas reed cauté sdcd teas t phrei  wir
| i t ewlaitouhnoesoen ttgdshtei r t hceoolrlieegse wsitoumdleyn ttse s tWhn
on coll ege atwudlkendsinessansn ofhet epdrtéSrmagdy audi e
One it does | imit the outcomes to a specifi

accustomed to being online andadheasvirmeg ttoo s
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share. One coel da®Oa@awatp efrladRyeteacrke ed t o cert &
behaweogd022)t magugdunger internet users he
accepting terms and condi tiaonnds dahnudsopr if v ady
ft heir interactions with businesé(ep. a3 )mean
People who have been online the majority o
after 199der adedtVee Ipirkieaycy and hloovddo @bt af f ect
affecdifhemepntl!l y

There i s a ictohreolInhoarrey htaob itthuiast ed consumer
websites, and apps, the more thRgedatleeal .t,he
202A3%;hter, 2014). This involvement can | ead
to make more informed judgements about wha
compani es, apps, etc. t heyKesehno,uARld 2oy ,s houl
201K4Y) .is this habituation to thetylpwmger net

creattehde yocwues gadhodppst drat 3t lhed U widydsof

vari amtdhees deci anoexpantieddaudi ence, which w
diversity. in responses
Further, preconceived ideas about produ

complexity of concepts related 6 twhe,prod
2019). Thus, consumers are more |ikely to
mi ght be, in all reality, quite disparate.
similar constructs or at eti20llt9%)s. A troe asshoanr
focus on consumer preference towaocnmsumers |

dondot typically take how their data is col
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exampl e Satn @blR.man &e r20BlBen!l in & Trept e, 20
pay attention to more geredrdai2 3;t t Ctbtdlrejse €
2021) .

Thmeasurstementonsumewards i diandagkndevl edge,
behavior, attiitnunderst i wewimoati idait.6, AdRjddrtied , 20
Di netv 2a011.3,; Hor2b0eOxr79) . A mi ssing piece of the
combinationaof warhkergees ipkeeqgidnd etnd i ot iveenr sus @
Measuring what drives people to action (ac
basitdremd efarracrhewor k. The i ssue is that peopl
di singenuous i n tAcgudts @ad 260 ;hdes2st h%a;n Dhioan I(i
Trepte, 2@1420IONQ)r.beAmgot her tihes ae¢atnrds baodoesel a
consumer atti truideascyt owards data p

It i s unclear, based omrte2dllsq;i e hdwv er at
2013; Culnan &eBi@a$l192®03;i SmAmdéiri can cons.
unfamiliar with their digital data privacy
their data privacy that they Qfoutlhde |cd dknec e pot
the existing l|literature related to the ide
frequently cited: trust gtMaadlwb,cikMD&& HRAr gp tt & ,
20 1anidncenti vi zet i2a0h2.1(;MeMrsRat2al,; Retsealt .h,al
2020; Barth & de Jong, 2017). Both trust a
mor e compliefxorc oenxcaenpptise, trust includes the

Trepte, 2014) while incentivizat i2dR.1j)ncl ud
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Bui |l dithhpy polodgyri vacy
One of the iIissué¢tbveenocunt §r evwlpidd®dm ewagr e
used tobheevamieabl eavafsor htahi pards earmpamt s we
express what about their privacy they held
what would make them protect or relinquish
t hat wer e expl anigneodn e 6ssu crhe paust aptriootne cotri a gen
overshare with compani es, how t hey wirtoht ect
companies was not articul ated. Further, th
specify what about their privacy they were
were mostly wunaware of precisel ytheom dat a
From this inability to express what was
at data privacgkans mroafoendtsgmcuec tf or or agai ns
mobapeps that consumers use freqgdemehgi ohbke
formobepps, which would be broken down fur:
for the Ehkhpetrwmemost frequently cited conc:
were decided upon as the guiding concepts
Conceptual Framewor k
The discoveries made during Study Onebods

t hcaurrent astudy became clwdhamdhs hatohber medi pe

were health and finance. While only two mo
experiment, it seemed | ogical to add a thi
pref ernedncoene where people were.|l Thebyl ed be
creationroent hpiar awdogimd i nclude three mobi |
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travesi)metnadr i but es associat@dewatthr ielache mon
based on concepts discussed by focus group
When selecting the attributes, it was Kk
chosen di mensions: trust and incentivizat:i
to data prawmwdéyowiasesametdi ng the focus gr
mentiOmedattri bute choicessfor trust broke
1 Ease oAk hytsed;0(1B4a d Ry0a0Gr ok bX uary 20
Apr8i 12023) ;
1 Familiatrhe yapwp dRop elelttinzadl2®ue ( al .
2 0 1IMi | ente 2a0l09mi & th 1a919.6,
1T No personal Bhata |ZaB1BBancraed & Zahedi ,
Nor beetr ga0lOS/mi @ th 1a919Gr;oups FebriAgprmry 20
8 2023) ;
1T Of fer-satwor aut hentdadtlad GrocaunfsE! T ai
Februa2g, 22023
The attribute choices for incentivizat:i
T Perks are of fTemaeé nlgdB2A h g ueatp RaDIR.0,;
At hesty 2a011.7,Ad ¢ te r2a0ld. 6,
T Recommendat ieadno ubryc eae (t BzadhgsttaGr oibp s 1
Februa2zg, 28023
T Al l ows for familiy, shabih3r yL@BAPs 1
T Fear of mMlarswingk o& t H&Bragrittht) @kin,g,e2 2D9 ;7

Groups, lFebiAmriyl 28, 2023
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Whil ewad®mebreoad spectrum of attribute choi ce

fo

fo

cuss g
cus g
spond
ntrib
e foc
The

nsume

ied to

t S
rking

ndi ti

thepmbi nael cof wmtshali dude bet ween the |
rouphAl o, skadyi rbgeeg.chle ditmen iudre sat 4
ents woul dnot Ilmsaddiotciucsn ,dueamhg afh et
utes to idatia pmicyadyesr esearsch hat we
us groups.

ai muo f enwhaess ttuodydet er mi ne i f there we
rs were more ciamaderifed halseutc otul an td
data privacywypbemaiiactesli wharhg w@mwta P

Hypotebes

eems, given modern society and how
to train consumers to be habituate

ons, privacy policies, legislation,

gs (Keen, 2022; eZR&OdA@Hns 2@dtOesn dBeamcsyalt o nc

rtiicni
reein
knowl
eviou
i sed
ndi ti
at pr
Anot
mpl i c

ptahtee i mp | i Tii .treesgadc itahledaedtnsaonhs befor

gcdmbitrhedn with a | ack of edusation e

edged in (dteeiexfi dhd sg2vlak6 eeantioeced

sly stated,Chdwrsiimg ttloe nfodc us adgr dthes
an i nitiefr epsetoipngg caonecnedptt concerned wi't
ions state, what is driving their pr

eferenceéedepl apwiantd@ thaeiar pat viatty
heraitoed cduring the focus groups wa:

ated concept when it comes to mobil

51



di scussing trust in apps, trust in other p
that an app hastoeeecivedsomeahnhi agt bhte. |t
trust was a concept @abdmoaddhrewhiodhe manw reuxspr @
privacy, as pbevihoadbloyediasndus aedhe breakdo
falling into the trust bucket for Study Tw:
l ncenti vescordedepta n adtameyruwem tSitywudy One, wh

i ncemteidweefsi Mmenda t amwhtiisshame one t o usd@harpgail s5i C

an inherent irony in the digital data priwv
relinquish their privacy when they ffeel I n
motivations, a consumer can be choemi raded t

201T7his is part of the issue of attitude v
are often specious aed 2&0Oh2020)n. olnnlcye nttoi vtihzeam i
motivation are not always readveéry; vileypl ea
on unique and personal forms that need to
people motivation might be access to an ap

acknowl edgement by a group of .sodinalt age eamy

this could be considered.a situational I nc
This | eads toesemeecshnhenewe i sgek t o ans\
current Fopruexampl e, what attributes are pe

down ! ocaapdpisnPgh Bag @ r i but evapargerfoesrse ndciefsf er ent cat
apps? How do people rate privacy in relat:.i

downl oading an app? What are people willin
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Consumer choice of mobil e Taapp ra tbturtiebsu tsee
to be contextwual. During the focus groups,
i ncentivization were raised by al most alll

were,t ., npmpadi cated on the type of app they

health were discussed in conjunction with
l i ke soci al medi a, were discussedhiisrn conju
miogmrs the extensive existing |literature whi
consumer preference in a variety of ways,;

digital prieta@y2Q®P3mj ehvaki ng at European
(Branetzaé®018), or how consumers perceive
companies (e.g., Acquigetihe&, Gt beslk!l ags,) gho
hypot heses.

HLAt t riifmmdo et amices tbyapsee dofonapp.

H2 While @gevppterrayeas i mportantdatahey
security for other attri bluitee sdelgirkkee eds & rafd
by app type.

Il n sumumarsgbout dadrder pviwmagcgrde stsage of
reseapedi fi calhloysjo nic eerxmnaenth $ @ mefrexzbheeds t he
attributes associat eidn wo rfpdieortt letect aPp s rteth @ yn qa
data privacy, as well as icnomcheartrppddt ecti on.
data privacy coming from a company pushing
for edamkl of personal dathdehavegpti aorgahni s

perception, generat) ngr higbmrt hevedss omerc 0
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that a company doesnod6t geftomoeaemmlbaaamatdnab
encryptionouilnd ahnavaeppa positive perception,
cong¢?ddhmse (gpessodfecortated to control an
the conversation: t heTltios siudna seem rtp la ehtet yopreg ao
organi zatioihnandevcvemypuagp has or needs the
Pilot Study: Atdenthiuftyeisnd oKewWobil e Ap
Given the diffitdhel thyetitre bdig teessr, miirti was de
survey using both a Likert scale and ranki
Bef measngr odd e i ntent pwaest eireoemecietsalb tirs bhut e
apps did people determi Mbet sadbkdewproea diemp Gr
to use a Likert scale to measure preferenc
finance, health, and travel. The fsimPdt two
studyrespondents clearly expressed concern
privacy in relation to health and wealt h;
which menti onse.tch.8Ma e $ B2e0dly;e nMd rywi(ck & Har gi

Martin & Shil teotn2a0l@DQL5; TNavélrgas selected

has many aspects in common with health and
Il denti fiable dat a; it aly ol ictreorpast wrpe i (ne .td.e,
2016) .

As previoushy adivveaepmebadcdidcsat e d x o sdtadtoaigh t h ¢
privadyrature and the commeert sfi whi b fioce

the existFotghd illiekeatttueseeaweoul d be three set
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app type. Tihhee naatjtoriibtuyt essf wer e common to al

there was some variance based on things |

Attributeegperceentor

Trust :

Ease of wuse

Trust

Security

Twd actor authenticati on

|l ncentivization:

Advertisements

Perks and promotions

Popul arity

As with the pilot study, respondents we
experiment giving explicit detail .abTolug ho

Likert scale used-pwasta sgen er irca nbgd Inagn o e d nv
uni mportant to extremely 1 mpo.or tRenssponddrht sa
wermas kendeasour e their preference onTlheslider

sliders had tahbeo vneu mbheerm, (wlarsedgt el pl meal sy tuhnei mp o

overl tamed extremely. i mportant over the 7
At the start, there was a description o
for the experiment. Then there was an expl
foll owing
Pl ease read the following carefully.
Assume you are interested in downloadin
travel. Each app is free to download an

require payment.

There are a

var
options 1|listed

y of attribut7es that
t

i et
that tgmest he same for al

The attributes ar e:
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of

Easeofuseit he app i sndét complicated and doe:c
to use

Trust T theapp performs consistently
Secuirany per sonal i nformation that 1 s st
ensuring all data is safe

Twef act or autihknsicaegubnes more than one
the app I s accessed

Adverti btehrenadcdverti sements on the app ar
hinder the ability to continue using th
Perks and promotionsi theapp provideperksto the user thatan include

discounts, loyalty points, or other benefits

Populiatrhiete yapp is rated highly and many n
use this app

Everyone has their own idea of what mak
this survey youdre stating which ones y

As part of this task, you will -dbdaeclhsked
decision represents one app.

I n each decision, you wil!/ be asked to
attribute |isted.

Youbre going to rate the attributes on &
(extremely i mportant).

At this poindtothkeesguesetyi mosye Each que:

apps that they might consider downl oadi

names to ensure that respondents were full

A's s ume gging todoweload a new finance agpo me tlikeiCopdot (a
budgeing a p),Rocket Moneyamoneymanagemenrd p),fChronicle (a
b u d g etpipnRpbinhoodacrypto and investing p).p

|l ndicate the |l evel of i mportance you Wwo
choosing a finance app.

1 means the option is extremely unimportant to you ameans it's extremely

important to you.

Ease of use

Trust

Security

Twoef act or aut henticati on
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Perks and promotions
Advertisements
Popul arity

Assume gywawn@r € o downl ooadmat h€mg@meakeh ap
medi taapgdf ood Noanst rapg¥ogba udi o d@mfitness
Hear(ta fhyeaappheal th

|l ndicate the |l evel of i mportance you Wwo
c hooshenagl gah.

1 means the option is extremely unimportant to you and 7 nitsaastremely
important to you.

Ease of use

Trust

Security

Twd actor aut henticati on
Perks and promotions
Advertisements

Popul arity

Assume gowdwn@r € o downl gaadmat miEdvg ghialwe [ aap
flightap,pawW&kndear It o @v alpppid RRonnntieng(a road t
pl anapmBin Traveler a(pp. travel tracking

Il ndicate the |l evel of importance you Wwo
¢ h o o stirnagvpeal .

1 means the option is extremely unimportant to you and 7 means it's extremely
important to you.

Ease of use
Trust
Security
Twd actor aut henticati on
Perks and promotions
Adverti sement s
Popul arity
Adg he focus groups were primhrmly&wiubgly obdl |

Onwas thhaotad@er rangebwoaf dt bdwthlee dreeces saromh ,we
made to sendviGaOBApRPtiodi pdutdy were given 1

credits peThguaxpect didbutri me to compl ete t he
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al

co

Al l participants provided informed cons
so cadd ercaregle, gendeirnf carnmadesdopo d&tei g rltd e

ming from SONA, as it would accurately m

having to rely on data pulled in from SONA

Th

t h

87

t h

To ensure everything wer belkOnednotugghblby t

ese first participantsewexrxperemenedwhsom

eir completion to reflect issues with th
The teoditthe stuatveerye mtasr andomi zation, so t
eing the sFomesdHIime isntg cdfoitchben eerxep emeirnee NOt0 t

ailable for students; &I€londplltenteardeA etya k e n .
were counted, as t hlelree dvemosgarapemiocesdi n g
e respondents wer e:

GendMal e;Fesal e: 46
EducaCobhege ;Slcenge ececjH4degghe :s c6h7ool di pl oma

The caveébpedmlre twkeo 1sai d they had a higt

spondents wepgwbdalidv esrtsudeyntisn aPtenansyl vani a

udy . |l n ot he8rdp evopldes ,whdh elreed weome col |l ege,
gree.
mmarP |@fudy

A7x3 repeated measurdeds eANO VWA evrass wWan ey art

among the attributes and app .t ywheesnn and i f

co

ap

st

nducting the 7x3 ANOVA, there were the pi
p types. The F values showed variability

rong significance when | ookhepgaatribeteyp
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Tab8)While there was variability in the resfj

found had there been more heterogeneity 1in
mar gi nal means of the attributes by app ty
ocecumg at the app type | evel and that the

vari,atpiaornt i cul ar |l y (fscere Wri.gsutr eand Securi ty

Furtheayonepeated measures ANOVA test i ng
see i f there was variability within app ty
particularly with Security and Popfuacatroirt vy ;
Aut hentication or Advertisements.

The choices of attributes for the Liker
|l iterature and the focus groups from Study
was TrhatSeandi ty would matter the most to r
t he cas¥se Etasreneod out to be the most popul &
aversacpoeafes6. 1 and @&hB8BTlreuesstp eacntdi evleadyudisietfy edg
out for Fi nda&n.cel n stehee FRiguanc e s p@rbe TBr,ust , W
and Securityscwirfeht.ain aweerreagceonsi dered t he

foll owed Ubpgy ®wasth ah average rating 5. 9.

Tab8 e
7x3 Repeated Measures ANOVA Results.
Attribute Source F P value
Likert App Type 42.89 <.001
Attributes 79.189 <.001
App Type xAttributes  14.53 <.001
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The results of etadhvee tvilai ekye rctouwedr ehave been
l i kely this was related to the | anguage us
the addition of an attriskedt e ft aatott dicesr|. d Flue
uncl ear i f therethe nmnas@EGrsdaemMpespohdeat s
t he alg8 sand 24.

When considering how t a hbee srte stpd kart eoaft e h
stuwmdeyr e i nstrument alhei n achegtueargmi ruisregl ttloatd e s «
neededatre flud | #t rndeedi eerweidned t hat t haes liathgua:
wafsel t pihlad tl tadntguudayg e was wuncl ear and coul d

There were concer nnet tshpaetc itfhiec |eannoguugahg et ow aesn s

were interpreting t heBeifnofroer nmaotviionng mfand mtwhaer ds
study, the new |l anguage had to be deter mi n.
same, one wa da cteomohveendt i(cTastoi on) and one was
Reliability). Twenmndese®crihpnhagresd,f quieaclsi gni

of making each attribute clearer and mor e

Choice Based Conjoint: Measuring Tradeof f |
Il n the behavioral exper i menotf,f st hceo ngsouante r
are willing to make to get what they want.
consumer 6s data privacy is most i mportant
willing to risk in return for access to an

Both hymwoi cdatho®rtihbut e preference and col
trade off data security foteatdhéo atneeduf

greater clarif iamat imemn safrFedmermahgsa mp BEg,ydef i ne
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amount of akodoattlae dcgoel | ecti on and data wusage
i nformation required, anrde quiira@anys iddodreeodnt r
unconcerned ablohua gotas®@dswepwhian@sEtcsumer s consi c
be the key tradeoffs that express their at
Par-epbi mailbacldi cenj oint experi ment

A conjoint analysis is an experiment th
give up in order to get what they want. Co

of fs than Likeemndedalgaesandmher dphen benef it

all ows for unique attributeset.oalb280 Inle)a.sur e
potential dowmndbtedacclhatmieeac frosumer mi ght m:
choices in the experiment and then -do the

Cheewg. ,al2017; CrTehw fparedd,i c2Q 1e5d) .on choi ce, a
myriad factors; for example, perhaps in a
attributes of Product TA ebyuliraatyh ean Pptur crh@@ shkerde
affinity to Product F, or perhaps it evoke:
to generatea afmecahsourceemen t i s significantly
what the respondenlto vnedlpd ldxap eoghi cageanit! ¥y ol wh a
consumer wouli d edtgh oianc eammodpdeli omc|l uded (Louvi e

Chobased ¢(CBEHPpeati ments are used when s
assigned to the options available; the goa
predetermined scale (typically 1 to 100) d
from speci fiicchtastatntailB0tl &3 . ( When creating ch

variety of options, Il ncluding having 12 di

6 2



of the attri btuwohsoiare Isaevisngnaadrel ywp of a s ma

the attributes. The vVvetersionParfetpombnga ltewo, c h

choi ce s etos oinre wlpitdalon offered is all posit
Gr een, 1991) . By amadnoivn alg ucdhios gcesbohoep ecmpaosa,s
are more |ikely demonstrating what consume

wamaihd tends to be more representative of 6
Main StcCcdgpice Based Conjoint and Attri

Based on otph & oryedsyutl twsas f el t -otphtaitmaclr eGaBtd n
woul d work bestnclThdeCBRewbhtde most frequ
Easdlsef Rel i abi ta tfyguratnhd &Stetcruirb utye was al so
Promotions WwWapulchmisteyw was considered too di
succinctlITyo itTnakae GBWG. attri-based dekesaonnsf o
mobile apps, we mehsabbdatimamp pumisivipgtylh due r
per ceecvuendi fsgr ed , b ya mtetheen taipvpeesr kups iodmg t i lo@ s p
of fered by .Tlhes motohé estapgpy was cr emmsdged i ncl
to describe eaanhtdhfe thindd eamfi tPi€iB®llaise sc.r af t ed
The Papteitmal CBaQ eatbtrroikbeunt 8dsown i n Tabl e

While the instructions remained mostly
descriptions, as foll ows:

Ease of usé the degree of effort required to use the app

Reliability 7 the degree to which the app performs consistently without crashing

Secuirtitey degree to which data is encrypt

Perks and promotionsi the degree to which the app provides rewards,

discounts, and freebies

Adverti stehhendesgree of intrusiveness of
Populiatrhiet ydegree to which the app is 1ik

o)}
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The survey then s ergaiteat menrtgpa nieh et hgrueees tai popn st,y
health, and travel). Each respondent was g

Respondents were given one of twoopteirmalons

CBC was empl oyed.
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Tabg e

Choice Set

Breakdown and

Reporting

N

Cho

iSe ¢

Nar

ChoiSea
Breakdoyv

ReporNamg

Choi Option A LoweliabhirSEP
set 3 security,
high use, high
| ow promoti on:
Option B Hi gl i abli RsSEP
security,
use, high
promoti on:
Option C Hi gl i abh RSeP
security,
use, high
promoti on:
Option D Hi gl i abh RSEp
security,
us e,p drokas
promoti on:
None of thesNone of tlINone
Choi Option E Hi gl i abli Rsep
sets security,
| ow a use, | ow |
high promoti on:
Option F LoweliabhirSep
security,
us e,p drokas
promotion:
Option G Lowel iablcrsEp
security,
us e, | ow |
promoti on:
Option H Lowel i ablicrseP
security,
use, high
promoti on:
None of thesNone of tINone
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h

u

Thuse,spondents would either have a conjo
igh attribute or three high attributes an
sed). The choices were randomized in the

Building an&t 8dyRiishtg tt IS¢ udy

When buihledppiosgotti dy her e wer e saefvtewarle opt i
ystems thatLwhel thn@lé floevdbtehduiGi veandhsaeént h
xperiment needwewddép, bmosendi ver se audi enc
tudy tome sagtiruddoyt f or study two, the software
eeded t ®ebenocablfe etdoto all ow pulling in ce
articipants back to the syWhilme whystee md el i
uryWweonkheydy MaiweOhe mpooked at, ultimately it
ffecdowypeitbkobudy than wae bampgloentUmicterdsi ty
nstance .ofThQu aldti i iscgpiauddeyt twoer e on t he back

he necoedisnay yvi dentfti fessamodderedi rection back

-

om which they were sent.

While a wider, more diverse audience wa
etermining how many people needwdsto resp
asetddhenkPaeepbi mah ¢sbéaesextpewaismednett er mi ned t
ampl e28Wase dfficient to deter mi nef tensume
O protect or prrealvhddgsipowdtahhdlisrc cameet efxrteem n a |
esource allowing for the finding and segm
Asas braadeence was sasgmbdet h-mpamiisei aet hi

ystem to send the survey. Whntdhee sphiadoptar t i
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wemé most efxacdmuditvlerl yugehc SEON Acsfpomedent s f or
stunmdeyetl @ a broader audience than SONA woul

opti onsMefcohra muhgiBdlIT ur k, an Amazon &M Service

Prol i fic( PAcoaldiefmicc, an Oxford University 1| nn
c omp aPryo)l irfeilcd taiccard e mi ¢ r esear ch, has a high
with a | owtehushuPmoliaftiec was chosen.

Onceediflts Prioéi fic Academi werestsahcei 6f wi
i mportant, based on the relatively homogen
series of demoget@pleins ufriel tmaxs maer e al ue of
included:

T Al education | evels,

T Age r alndqge &3, ©bo oamwldiuerecea age range,

T Use of some device with a screen on

T A balanced sample between men and wo

Results of Study Two

The study was taken by 200 people; two
answkehesr.e were three demographic questions
ment tawage,d gender i dentAst yperantd®e diuecladw,on5 | e
respondent4ds8 wearee 1ifadvmg o-mi, nar vy, and 1% prefe
state thei rAgee nwaesra sii ajrea et ditythyB%h boefl orwe,s pondent
between 18 and82bheywaes 2&b5 baoevedd 25 and 4
bet ween554,% bAprptdween 5Bobaen6nbgbbdki mamldl vy, t he

education breakdodwnwi a pedob@®dbwmt e wdegr ee
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mast€%owi,th a c@ &wgé hdsgmeBoc wi t bga, hagd s

di pl.Adrmmmogr aphi ofbra¢dk depwmesreddreidd.i n Tabl e

Tabl@
Demographics Collected in Study Two.

Education Gender Age
High school diploma 18| Man 100| 18- 24 17
Some college 43 | Non-binary 2|25-34 56
College degree 93 | Prefer not to say 1]35-42 49
Master's degree 36 | Woman 95143-55 44
Doctorate degree 8 56- 65 23
66- 75 9

The wadnal yziemtgpeat ed me anadneay ANOYVAat ed

measur esi ANSORMBE aver age of. althtevadbauatae sn eidn tEox

deter mvagos di blte to state, wifh aonscoeetair
pr efeddhe waotad be able to demonstrate, <clear|l
more or | &ssnagppaeeat chwalmeél| Bfayle shenred hoas i

for OiMheveiwbpaht esti mati ond of at-Chebgte c
et. ,al2017Thip. t$8pPpr. odf oan aglryesaitseralilnaaver pr et at
well as bei ng -saubbljee cttos oifnfsarg hailse @(Lbi)c ht mann

There were two parts to the ex,pelrimeantt
i nt etripe etmpbedmmeeci fi ¢ asinigb udekceorntd ,s cla | neuss
I nt etrhrpeeé¢ €er mi nati o f af wlkeo wP amesapdiei mlaHhe choi ce
based conjion dnitwhaanead cyosnissumer s woul d choose i

scenhoge®t her, the two parts proevisdteatiendsi ght
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att

i n

t he

rprbeufteca mch celbe cBotbes hmadekert and the C
ng the S&BS todl €£xcel
The first test conductaefd avach albhdreeas ur e

e 198 respons ed atulsaet evaecrhe poicfio m ahitee @BaOr eotpot |

shown based on app type, there was an
s. The breakdown was
Likert N = 198
3H1IL N = 97
3L1IH N = 101

Bot hattthrei fbpuotred raahhcoadl @ea wer e analyzed 1 n S
eated measwwrag/s ,r epredattelde meamsair es ANOVA.

eated measures, a 4x3 matrix was used f
ert., the varkade ecf wds e, aRelrii dluit leist Se
mo)t iaomds d&p ;m atncpee Healb tlbnl gndh€r aael abl e
l uded in the CBC were | cdle d,eatidhaettao ens
iabl es werteheho{c8EPRPetRsSEP, RSeP, RSEp},
Pand edgmatnce, Heal tRAhheamdi nravélect and
w the samat buit comeatitmbhearutteerscedemonstr at e
iability within thasaditdi bheéeshd¢isee Jab:
uping. They both also showed a highly s
relates to what was seen when | ooking a
ice sets did not deimoysdag atthee glHIle, aass m
Tabltehdkekl d show a high Il evel of significa

choice sets.
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To find the where the vari
esti mated margi nal means for
| mportance scores, it becomes
ad which app is driving that
the i mportance of Security an
Promotions, all three apps de
Use Kisgewrre 8).

Tablle

4x3 Repeated Measures ANOVA |

At tribu Source F P val
Groupir
Likert App Type 61.412 <.001

Attributes 276.593 <.001
App Type X 38.582 <.001
Attributes

CBC 3H1L App Type 5.807 0.004
Choice Set 76.37 <.001
App Type x Choice 5.39 <.001
Set

CBC 3L1H App Type 5.164 0.007
Choice Set 7.738 <.001
App Type x Choice 6.525 <.001
Set
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Estimated Marginal Means
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~

App Type

== Finance

=== Health
Travel

@

wvi

&

1 2 3 4

Attributes
1 = Ease of Use, 2 = Reliability, 3 = Security, 4 = Perks & Promotions

Fi g8E®ti mated Means of Attribute
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When | ooking atoftflse attt rbieclnTatee ttarveedde 0 g &
one | ow (3HIna)Jdechditahdeesmapttd mamt wi th | ow PerKk
was prredgarmceldess of Y.ppWhem el oskeien g-i agtu rteh e
high (3L1H) hdwdwer ,seitss whérkeetbewasaai gyea
of expressed preference for different choi
attention to the choices presented to them
what wasWavhael abkeeNone opprieoledthei & 1Hamwas
average of 60% of people, radehl ampdst pype | wa
di fferently for the f oulX?DHBparcehs eanptpe dh acdh oai cdei f
preferred attribute: for Finance, it was S
Travel, it was Thdrsk < o0& rRrl ametsi drmos .expressed
scoring biyhisppdetmomes.t rates that hypothesis
do rate data security asiti mpfofr tfamrt ,o tthheery aat
particularly based on the type of app they

Once the repeated measur-aayANOYARawad col
measures ANOVA was conducted on each of t he
demonstrate where symmetries of preference
B3L1H choiSee,sett dfecromes even cl earer how m
Security in the Finance app, while the Hea
symmetrical, and markedly | esser, preferen

This visible demonstration of preferenc

| evel of symmetry was seen for both 3H1L c
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13). While rSEP showed a si mi/l
ability of preference by app t
Estimated Marginal Means of Choice Sets by App Type
App Type
== Finance
Health
Travel
7
@\/
1 2 3 4
Choice Sets
1 = rSEP, 2 = RsEP, 3 = RSeP, 4 = RSEp
Fi gaEeti mated Means of 3HI1L
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Estimated Marginal Means

Likelihood

175

15.0

125

10.0

75

5.0

0.20

0.15

=
=
o

0.05

0.00
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Choice Set

1 = Rsep, 2 = rSep, 3 = rsEp, 4 = rseP

Fi glOEest i mat ed

Me ans boyf AdpLpl HHy@leoi ce S

P rior Distribution of Group M.

/

—Finance rSep
— Health rSep
Travel rSep
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Repeated Measures
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Figu2Peost eri or Distribution of Group

FigLu3Peosterior Distribution of Group

Next, dvederesgessd tfroirb uthedfiommuate b ecence

t owaart d srvi dorebdyehtey pe of app the at tWhielmut e was
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